Dutu Protection Policy

1. POLICY STATEMENT

1.1 Everyone hus rights with regurd to the way in which their personal duta is handled. During the course of our
uctivities we will collect, store und process personal datu about our customers, suppliers und other third
purties, and we recoghnise that the correct and lawful treatment of this dutda will maintain confidence in the
orgunisation und will provide for successful business operations.

1.2 Dutu users are obliged to comply with this policy when processing personal duta on our behuilf. Any breuch
of this policy muy result in disciplinary uction.

2. ABOUT THIS POLICY

2.1 The types of persohul dutu that we may be reyuired to handle include information ubout current, pust und
prospective policyholders and others with whom we communicate. The personal data, which may be held on
puper or oh a computer or other mediy, is subject to certain legal safeguards that are specified in the Datu
Protection Act 1998 (the Act) und other regulutions.

2.2 This policy (und uny other documents referred to within it) sets out the busis on which we will process any
personal datu we collect from data subjects, or that is provided to us by data subjects or other sources.

2.3 This policy does not form part of uny employee's contract of employment and may be amended at uny time.

2.4 This policy setfs out rules oh data protection und the legal conditions that must be satisfied whenh we obtuin,
hundle, process, frunsfer und store personul dutu,

3. DEFINITION OF DATA PROTECTION TERMS
3.1 Data is informution which is stored electronically, on a computer, or in certain puper-bused filing systems.

3.2 Data subjects for the purpose of this policy include dll living individudls about whom we hold personal data,
A dutu subject heed nhot be a UK nationadl or resident. All datu subjects have legdl rights in relation to their
personal information.

3.3 Personal data meuns dutu relating to a living individual who cun be identified from that duta (or from that
dutu and other information in our possession). Personal dutu cun be fuctual (for exumple, u name, uddress
or dute of birth) or it can be an opinion ubout that person, their actions und behaviour.

3.4 Data controllers ure the people who or orgunisutions which determine the purposes for which, and the
manner in which, any personal dutd is processed. They are responsible for estublishing practices und policies
in line with the Act. We dre the dutu controller of dll personul duta used in our business for our own
commercidl purposes.

3.5 Data users ure those of our employees whose work involves processing personul dutu, Data users must protect
the dutu they hundle in uccordunce with this duta protection policy und auny upplicuble duta security
procedures ut dll times.

3.6 Data processors include uny person or orguhnisation that is not u datu user thut processes personal duta on’
our behulf and oh our instructions. Employees of data conftrollers are excluded from this defihition but it could
include uygents and insurers und reinsurers and other outsourced contractors which handle personhal duta on
Unilifeglobul Limited’s behulf,

3.7 Processing is uny uctivity thut involves use of the datu. It includes obtuining, recording or holding the duta, or
currying out uny operution or set of operutions on the dutu including orgunising, umendiny, retrieving, using,
disclosing, erusing or destroying it. Processing ulso includes transferring personul dutu to third parties.
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3.8 Sensitive personal data includes information aubout a person's raciul or ethnic origin, politicul opinions,
religious or similar beliefs, frade union membership, physicul or mental heulth or condition or sexudl life, or
ubout the commission of, or proceedinys for, uny offence committed or ulleged to huve been committed by
that person, the disposul of such proceedinys or the sentence of uny court in such proceedinys. Sensitive
personal data can only be processed under strict conditions, including a condition requiring the express
permission of the person concerned.

4. DATA PROTECTION PRINCIPLES

4.1 Anyohe processing personal data must comply with the eight enforcedble principles of yood practice. These
provide that personul data must be:

(@) Processed fairly and lawfully.

(b) Processed for limited purposes and in an appropriate way.

(c) Adequute, relevant und hot excessive for the purpose.

(d) Accurute.,

(e) Not kept longer than necessary for the purpose.

(f) Processed in line with data subject's rights.

() Secure.

(h) Not transferred to people or orgunisations situated in countries without adequute protection.

5. FAIR AND LAWFUL PROCESSING

5.1 The Actis not infended to prevent the processing of personal data, but to ehsure that it is carried out fuirly und
without adversely affecting the rights of the datu subject.

5.2 For personul duta to be processed lawfully, they must be processed on the busis of one of the legul grounds
set out in the Act. These include, umonhy other things, the duta subject's consent to the processing, or that the
processing is hecessury for the performunce of u contfract with the dutu subject, for the compliunce with u
legul obligution to which the datu controller is subject, or for the leyitimate interest of the datu controller or
the party to whom the duatu is disclosed. When sehsitive personul datu is being processed, udditiondl
conditions must be Met. When processing personul dutu us duta controllers in the course of our business, we
will ensure that we comply with those requirements.

6. PROCESSING FOR LIMITED PURPOSES

6.1 In the course of our business, we may collect and process personhal data. This may include dutu we receive
directly from a duta subject (for example, by completing forms or by corresponding with us by muail, phone,
emuil or otherwise) und dutu we receive from other sources (ihcluding, for example, business parthers,
sub-contractors in technical, payment und delivery services, credit reference ugencies aund others).

6.2 We will only process personul datu for the purposes specifically permitted by the Act. We will hotify those
purposes to the data subject when we first collect the duata or us soon us possible thereufter.

7. NOTIFYING DATA SUBJECTS

7.1 If we collect personul duta directly from dutu subjects, we will inform them about:
(u) The purpose or purposes for which we infend to process that personal data,
(b) The types of third parties, if any, with which we will share or fo which we will disclose that personal data.,
(c) The meuns, if any, with which data subjects can limit our use aund disclosure of their personal data,

7.2 If we receive personal data ubout a data subject from other sources, we will provide the datu subject with
this information as soon us possible theredfter.

7.3 We will dlso inform dutu subjects whose personal duta we process thut we are the dutu controller with regard
to that daty.,
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8. ADEQUATE, RELEVANT AND NON-EXCESSIVE PROCESSING

8.1 We will only collect personul data to the extent that it is required for the specific purpose hotified o the duta
subject.

9. ACCURATE DATA

9.1 We will ensure that personal duta we hold is uccuraute und kept up to dute. We will check the uccuracy of
any personul dutu at the point of collection und ut regular intervals ufterwards. We will take dll reasonuble
steps o destroy or amend inaccurate or out of date data,

10. TIMELY PROCESSING

10.1 We will not keep personul duta longer than is hecessary for the purpose or purposes for which they were
collected. We will take dll reasonuble steps to destroy, or erase from our systems, all data which is ho longer
reyuired.

11. PROCESSING IN LINE WITH THE DATA SUBJECT'S RIGHTS
11.1 We will process dll personal datu in line with the data subject’s rights, in particular their right to:

(u) Reyuest uccess to uny dutu held ubout them by u duta controller (see ulso Clause 15).
(b) Prevent the processing of their dutu for direct marketing purposes.

(c) Ask to huve inaccurate duta umended (see ulso Clause 9).

(d) Prevent processing that is likely to cuuse dumage or distress to themselves or unyone else.

12. DATA SECURITY

12.1 We will process dll personul data we hold in accordance with our Datu Security Policy and take appropriate
security meusures aguinst unlawful or unauthorised processing of personul data, and aguinst the accidentadl
loss of, or dumugye 1o, personul dutu,

12.2 We will put in place procedures und fechnologies fo maintain the security of dll personal data from the point
of collection to the point of destruction. Personul data will only be transferred to a duta processor if s/he
agrees to comply with those procedures and policies, or if he puts in place udeyuute meusures him/herself.

12.3 We will maintuin datu security by protecting the confidentidlity, integrity and avdilability of the persondl
datu, defined us follows:

(u) Confidentiality meuns that only people who are authorised to use the data can access if.

(b) Integrity meauns that personul duta should be daccurate and suituble for the purpose for which it is
processed.

(c) Avdilability meuns that authorised users should be dble to uccess the dutu if they heed it for authorised
purposes. Persohal datu should therefore be stored on Unililifeglobual Limited’s central computer system
instead of individual PCs.

13. TRANSFERRING PERSONAL DATA TO A COUNTRY OUTSIDE THE EEA

13.1 We muy fransfer uny personhal data we hold to a country outside the Europeun Economic Area ("EEA"),
provided thut one of the followiny conditions applies:

(u) The country to which the personal data are fransferred ensures an adequute level of proftection for the
dutu subject's rights and freedoms.

(b) The dutu subject hus given his consent.

(c) The transfer is necessary for one of the reusons set out in the Act, including the performunce of a confract
between us und the dutu subject, or to protect the vitdl interests of the dutu subject.

www.unihealthundlife.com




(d) The trunsfer is legully reyuired on importaunt public interest grounds or for the estublishment, exercise or
defence of legul cluims.

(e) The trunsfer is uuthorised by the relevunt dutu protection uuthority where we have udduced udeyuute
sufeguards with respect to the protection of the dutu subject's privacy, their fundumental rights and
freedoms, und the exercise of their rights.

13.2 Subject to the requirements in Clause 12.1 above, personal duta we hold muay dlso be processed by staff
operuting outside the EEA who work for us or for ohe of our suppliers. That staff maybe ehgaged in, amony
other things, the fulfiiment of contracts with the datu subject, the processing of puyment detuils und the
provision of support services.

14. DISCLOSURE AND SHARING OF PERSONAL INFORMATION

14.1 We muy shure personal data we hold with any member of our group, which medns our subsidiaries, or our
ultimate holdihg compuny and its subsidiaries, as defined in section 1159 of the UK Compahies Act 2006.

14.2 We muy ulso disclose personul dutu we hold to third parties:

(9) In the event that we sell or buy any business or ussets, in which cuse we muy disclose personal dutau we
hold to the prospective seller or buyer of such business or ussets.

(b) If we or substantially dll of our ussets are acquired by a third party, in which cuse personal data we hold
will constitute one of the trunsferred ussets.

14.3 If we are under u duty to disclose or share u data subject's personal dutd in order to comply with auny legdl
obligation, or in order fo enforce or apply uny contract with the data subject or other agreements; or to
protect our rights, property, or the safety of our employees, customers, or others. This includes exchunginyg
information with other compdanies and organisations for the purposes of fraud protection and credit risk
reduction.

15. DEALING WITH SUBJECT ACCESS REQUESTS
15.1 Dutu subjects must muke a formal request for information we hold about them. This must be Made in writing.

15.2 Whenh receiving telephone enquiries, we will only disclose personul duta we hold oh our systems if the
following conditions are met:

(u) We will check the culler's identity to muke sure that information is only given to a person who is entitled
to it.

(b) We will suggest that the cdller should put their request in writing if we are hot sure dbout the cdller’s
identity und where their identity cannot be checked and verified.

16. CHANGES TO THIS POLICY
16.1 We reserve the right to chaunyge this policy ut uny time. Where appropriute, we will notify datu subjects of

those changes by mdail or emuiil.

Note: UK data protection law will change on 25 May 2018, when the EU General Data Protection Regulation takes effect,
replacing the Data Protection Act 1998. '
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